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   Foreword by the Principal 
 

 
 
 

 
 
 
 

As a major higher education institution that is home to thousands of staff, students and 
visitors each day, it is vitally important that Queen Mary University of London (QMUL) 
has a well-developed and maintained set of plans that can be implemented in the event 
of an emergency incident. These should be informed by a process of establishing the 
risks that the institution may encounter and developing effective responses that will 
minimise the probability and impact associated with them.  
 
This Incident Management Plan has been developed in response to these requirements. 
It seeks to map out responses to a range of potential incidents, be they in relation to our 
reputation, finance, assets or, most importantly, to those people who live, work and 
spend time on our campuses. While we hope that we will not need to enact these plans, 
their development and maintenance signals our commitment to effective management 
of emergency events, should such circumstances arise. 
 
I ask that all relevant staff read and absorb the contents of this document and use it as 
a guide for making often difficult decisions in challenging circumstances. I thank you in 
advance for taking your responsibilities so seriously.  
 

 
 
 
 
 

Regards 
 
Professor Colin Bailey 
President and Principal 
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Introduction 
 

This unclassified  version of the Incident Management Plan (IMP) is tailored to 
a l l ow  t h e  w i d e s t  p o s s i b l e  c i r c u l a t i o n  a m o n g  i n t e r e s t e d  
p a r t i e s  a n d  h a s  h a d  s o m e  m o r e  s e n s i t i v e  d e t a i l s  r e m o v e d .   

 

Whilst it is neither possible nor desirable to try and provide a scripted response for 
every eventuality, the intention has been that we should do what is reasonable to cater 
for emergency scenarios that are foreseeable. The IMP aims to put in place guidelines, 
procedures, structures and key contacts that can be called upon to address an 
emergency promptly and contain it effectively. 

 

The purpose of emergency planning for QMUL is that we: 
 

¶ Put the preservation of life ahead of everything else that we do 

¶ Prevent incidents or emergencies from occurring where possible 

¶ When they do occur, mitigate the effects and minimise their impact 

¶ Put appropriate arrangements in place to enable an effective response 

¶ Recognise the need for effective communication in connection with 
emergencies 

¶ Liaise effectively with the emergency services and other agencies / partners 

¶ Continue normal services as far as is reasonably practicable 

¶ Learn lessons that allow for plans and arrangements to be improved/adapted  
 

Definition of Emergency 
 

An emergency is defined as ñan event or situation that threatens serious harm or 
damage to staff, student or visitor welfare, the University environment or to the assets 
of the University including its good name. To constitute an emergency such an event 
or situation must demand the implementation of special arrangements or intervention 
by emergency responders or services.ò 

 

Purpose 
 

In the event of an emergency, plans donôt manage things, people do. Emergencies 
are by their nature fluid and in many respects unpredictable situations. Nothing can 
replace the capability initiative of people on the ground when dealing immediately with 
critical matters. The purpose of the IMP is to: 

 

1. Outline the management structure of the Incident Management Team (IMT) 
 

2. Provide immediate action guidelines on how specific emergency scenarios may 
be managed drawn from best practice and established procedure 

 

3. Provide details of key and useful contacts 
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Business Continuity 
 
Following on from the Initial Response to an emergency incident, management need 
to consider the longer term impact and needs of the University. Such considerations 
are what is known as óBusiness Continuityô which may be defined as, óthe capability of 
an organisation to continue to deliver products and services at acceptable predefined 
levels following a disruptive incidentô. (Source: ISO22301:2012) As illustrated in the 
diagram below, from start to finish an incident may vary in timespan from a matter of 
hours to potentially years. 

 
Timeline to Incidents 

 

Incident Management Plans tend to be pitched at a óhigh levelô and concentrate on 

the aspects during the immediate aftermath of a serious incident (invocation, 

evacuation, student and staff welfare, liaison with the emergency services and the 

media, etc.). The IMP provides a óframeworkô for the University Senior Management 

to follow. 
 
 
 
 
 

 



7  

Scope 
 
The Unclassified version of the IMP is a document for the University population at 
large. Whilst it contains information that is specifically for the reference of emergency 
responders it also aims to provide enough information for lay people to ensure that 
effective immediate action can be taken. It is not a Business Continuity manual and 
does not provide guidance relating to the long term recovery from damaging 
events. The IMP has been designed to meet the following general criteria: 

 
¶ To identify general priorities for actions in the events of an incident 

¶ To identify the main responsibilities of key individuals 

¶ To provide guidance covering first actions in the events that a specific 
scenario should arise 

¶ To instruct on criteria and means of  escalation for a full emergency response 

¶ To reference other resources that may be able to assist in the management of 
an incident 

¶ To identify appropriate procedures for contacting staff, students, families, the 
emergency services, the wider community and the media 

 
Restrictions on Use 

 
The IMP remains the sole property of the University. This version of the plan contains 
no personal information that is subject to the Data Protection Act. Any such information 
that may be shared for emergency planning purposes must not be copied or shared with 
anyone or be used for any purposes other than to contact individuals or share 
information with them as may be necessary as a response to an incident. 

 
An Incident Officer is identified as a person who, given their role, may need the 
information contained in the full version of the IMP in order to respond to an incident. 
As an authorised Plan Holder they are responsible for: 

 
¶ Informing the Chief Operating Officer of any changes to their personal details 

¶ Updating information in the IMP as requested by senior officers of the University 

¶ Returning full hard copy versions of the IMP if they leave the University or their 
responsibilities change and they are no longer an emergency responder 

¶ Deleting any electronic versions of the IMP if they leave the University or their 
responsibilities change and they are no longer an emergency responder 

¶ Keeping full versions of the IMP secure and preventing unauthorised access 
 
IMP Owner 

 
The owner of the IMP is the Head of Security and Emergency Planning (Mike Digby), 
who reports to the Assistant Director Estates and Facilities (Residential Services). He 
is responsible for the review, issue and control of the  IMP. 
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Scale  

Negligible  

Low  

Moderate  

High  

Extreme  

 

General Introduction 
 
This is a simple guide to making risk calculations and having a structured approach to 
managing emergencies is included as useful guidance. 

 
Risk may be calculated on the basis of LIKELIHOOD and IMPACT. These can be 
plotted on a simple matrix to give a rough estimate (not an infallible guide) as to how 
seriously a particular risk might be viewed. This may be reflected as a numerical score 
having multiplied the Likelihood (L)) rating of 1 - 5 with the Impact (I) rating of 1 ï 5. 

 
The chart below demonstrates: 

 

 

 

Im
p

a
c
t 

5 10 15 20 25 

4 8 12 16 20 

3 6 9 12 15 

2 4 6 8 10 

1 2 3 4 5 

 Likelihood 

 
 
 
 
 
 
 

Likelihood 
1 Has never happened and is unlikely to happen in future 
2 Is not known to have happened previously in this environment, sector or locality, but 

possibility of occurrence in the future cannot be discounted 
3 Has happened previously in this environment, sector or locality, or is assessed to 

have the potential to happen in the future 
4 Happens from time to time, or has the potential to occur in the near to mid-term future 
5 Happens on a regular basis, or is considered likely to occur in the near future 

Impact 
1 Loss or damage to the organisationôs assets would have negligible consequences 

or impact 
2 Moderate Consequences such as minor injuries, minor impairment of core functions 

and processes, or slight reputational damage 
3 Moderate to serious consequences such as injuries, impairment of core functions 

and processes and some reputational damage 
4 Serious consequences such as loss of life or serious injuries, impairment of core 

Processes and functions for an extended period of time or serious reputational 
damage. 

5 Exceptionally grave consequences such as extensive loss of life, widespread 
severe injuries or total loss of primary services, core processes or functions or 
irreparable damage to reputation 
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Recovery 

The impact of a certain event is usually taken to mean the adverse consequences of 
an event on any number of areas for which we use the TEMPLES mnemonic: 

 
Technical ï IT systems or other mechanical, electronic or engineering systems 
Environmental ï Pollution, contamination or other corruption of a healthy environment 
Market ï Our competitiveness, market share or reputation 
People ï Staff, students, visitors, contractors and the public 
Legal ï Statutory compliance and criminal or civil liability 
Economic ï Profitability and financial loss including damage to physical assets 
Social ï The wellbeing and healthy interaction of our community life 

 

Emergency Management Process 
 

The Civil Contingencies Act assigns to organisations a duty to warn and inform the 
public in the event of an emergency. The duties thus bestowed are viewed in the wider 
context of Integrated Emergency Management (IEM), the concept on which civil 
protection in the UK is based. IEM is a holistic approach to preventing and managing 
emergencies that entails six key steps which are: 

 

Anticipation; 
Assessment; 
Prevention; 
Preparation; 
Response; 
Recovery; 

 

The underlying aim of IEM is to develop flexible and adaptable arrangements that will 
enable an effective joint response to and recovery from any emergency. This 
document seeks to establish a common framework that is flexible enough to be 
adapted to local circumstances and specific problems. It is not intended to be 
prescriptive or an operations manual as there is no single approach that will meet the 
needs of every area, nor is there a single set of organisational arrangements that will 
be appropriate to each and every type of emergency. 

 
 

Anticipation 
 

 
 

Recovery Assessment 

 
 
 
 
 
 

 

Response Prevention 

 

 
 

Preparation 
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Anticipation: Is crucial in both the pre-emergency and post-emergency phases. 
This involves ongoing risk identification and analysis and is essential to the 
anticipation and management of the direct, indirect and interdependent 
consequences of emergencies through active horizon-scanning for risks and 
potential emergencies. Anticipation is also a principle of effective response and 
recovery, and, at the strategic level, the risk focus must be forwards, upwards and 
outwards. 

 

Assessment: Is an integral component of risk management and a key activity in the 
emergency planning process. Once identified all relevant risks and hazards should 
be assessed to establish the likelihood of such events occurring and the potential 
impact on the organisation. This process allows for the prioritisation of identified risks 
and hazards. 

 

Prevention: The objective throughout the process is to enhance the resilience 
capability of the organisation whereby if any identified threat or hazard cannot be 
prevented then there should be strong mitigation factors developed to minimise any 
risk and potential impact to the organisation. 

 

Preparation: All individuals and groups that might play a part in the response and 
recovery effort should be appropriately prepared. This requires a clear understanding 
of their roles and responsibilities and how they fit into the wider, multi-agency picture. 
This is achieved through a continuous cycle of planning, training, reviewing and 
evaluating all associated activity to ensure that there is an effective and coordinated 
framework which is embedded and disseminated across the organisation. 

 

Response: Response and recovery encompass a diverse range of activities, 
however an effective response will in part reflect the readiness of the organisation. 
The response phase will require the mobilisation of relevant emergency services 
however it is important that the organisation adopts an integrated approach and 
response which can be assisted through the collation of accurate communication and 
information. Any response must be clearly communicated through an established 
escalation process in order to ensure the appropriate support functions and 
procedures are implemented across the organisation. 

 

Recovery: Recovery considerations should be an integral part of the combined 
response from the beginning of an incident to ensure an effective overall outcome. 
Recovery in essence addresses the human, physical, environmental and economic 
impact of any emergency. An integrated approach is required and should focus on 
the steps and measures required in the restoration process. Once immediate needs 
are addressed the recovery phase concentrates on the ability of any organisation to 
recover allowing it to sustain a level of service. 
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SECTION 2: Incident Management Team Structure 
 

Incident Management Structure 
 

For any incident to be handled effectively it is vital that the management structure is 
clear and properly understood by the organisation. QMUL has adopted a logical three 
tier approach that may be compared directly to the normal management structure of 
the University. 

Gold - Strategic Level 
Silver - Tactical Level 

Bronze - Operational Level 

Strategic Level is classed as the óLeadersô; the senior level of staff who formulate 
policy and make decisions assuming overall command.  (This level may well relate or 
liaise externally to the emergency services Gold level) 

 

Tactical Level is classed as those who translate the decisions of Strategic Level into 
operational activity on the ground co-ordinating and issuing sets of tasks that are 
completed by Operational Level. (This level may well relate externally to the emergency 
services Silver level) 

 

Operational Level is classed as the óPractitionersô, very often working at the scene, 
who carry out instructions from above. (This level may well relate externally to the 
emergency services Bronze level) 

 

Information is escalated and cascaded between each level and the next. 
Within QMUL the Management structure will include post holders as follows: 

 

 

Strategic Level (Gold) 
 

Principal 
Vice-Principal & Executive Dean (Humanities & Social Sciences) Vice-
Principal & Executive Dean (Science & Engineering) 
Vice-Principal for External Relations and Public Engagement 
Vice Principal (Research) 
Vice Principal and Executive Dean (Health) 
Vice Principal (Teaching & Learning) 
Vice Principal (International) 
Senior Advisor to the Principal 
Chief Strategy Officer 

 
Main Incident Management Team 
Chief Operating Officer 
Director of Estates & Facilities 
Finance Director 
Chief Information Officer 
Director of Marketing and Communications 
Director of Human Resources 
Director of Occupational Health & Safety 
Director of Student and Academic Services 
Secretary to Council & Academic Registrar 
Assistant Director Estates & Facilities (Residential Services) 
Head of Security and Emergency Planning 
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Note: Whilst these positions make up Strategic Level it is not necessary that all of them will 
necessarily attend every emergency. Strategic Level members should have a nominated 
deputy. 

 

 

Tactical Level (Silver) 
 

Assistant Director, Estates & Facilities (Infrastructure & Maintenance) 

Assistant Director Estates & Facilities (Capital Development) 

Assistant Director Estates & Facilities (Facilities Management) 

Assistant Director Estates & Facilities (Property and Space Management) 

Head of Catering and Hospitality  
Interim Deputy Director of Communications  
Head of Residential Experience 
CEO, Studentsô Union 

 
Tactical Level Support  
Health & Safety Officer(s) 
Occupational Health Adviser(s) 
Radiation & Biological Adviser(s) 
Catering Manager(s) 
IT Support Officers 
Building Maintenance 
Student Services 
Disability and Dyslexia Service 
School Managers 
Timetabling Support 
Information and Log Keeper 

 
Note: All functioning groups should identify sufficient administrative support which should 
include dedicated log keepers 

Campus contacts 

Whitechapel 

Facilities Manager, Whitechapel 
COO SMD 
Maintenance Manager 

 
Charterhouse Square 
Facilities Manager CHSQ/Lincoln Inn Fields 
Maintenance Manager 
Institute Manager 

 
Lincolnôs Inn Fields 
Centre Manager 

 

 
 

Note: Whilst these positions make up Coordinator Level it is not necessary that each of them 
will be attendant at every emergency. Each Coordinator Level member will have a substitute 
in the event of unavailability. 
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Operational Level (Bronze) 
 

Given the scale of individuals who may necessarily be involved at this level there has 
been no attempt to create a defined list of Operational Level responders. This level is 
represented by operational people who may well have responded as part of their 
everyday role or may be instructed by Strategic Level, through Coordinator Level, to 
perform certain functions in the event of an emergency. With the authority of Strategic 
Leader (or the deputies) they may be diverted from their normal jobs and will attend to 
emergency functions until relieved. 

 
Persons identified as Incident Officers at either Strategic or Coordinator Levels are 
known collectively as the Incident Management Team (IMT). When carrying out 
emergency functions at the scene of an emergency or at any other relevant place they 
will wear a distinctive high visibility jacket. These will be collected from the Security 
Control Room as required and returned there on completion of duties. 

 
IMT Terms of Reference / Escalation Process 

 

IMT will be convened when an incident shows a potential to be no longer manageable 
using existing management protocols, creating the potential to impact on service areas 
and/or the operations of the University and is defined as an emergency as stated 
earlier in this document. It is therefore imperative that serious incidents which have 
the potential to be declared as major incidents are communicated in a timely manner 
via Security to the Chief Operating Officer. 

 

Once convened, IMT will, as itsô first priority, ensure that everything is done to preserve 
life and then perform 3 principal functions: 

 

1. To provide strategic management during an incident 
2. To maintain as far as is practicable normal operations 
3. To protect the assets of the University including its reputation 

 
IMT is a dynamic strategic management group that will be established and meet 
frequently for a finite period during emergency response. All strategic management 
decisions will be made within IMT and will be communicated to other parties, internal 
or external, as required. 

 
The role of IMT is to: 

 
¶ Ensure that emergency plans are in place, are fit for purpose and are tested 

periodically 
 

¶ To identify resources required to support the University during an incident and 
where these are insufficient to cope with the scale or duration of an emergency 
to identify and acquire any additional resources required. 

 

¶ To ensure that sufficient capacity exists within IMT to oversee the sustaining of 
operations over a 24 hour period. 

 

¶ To establish any appropriate longer term business continuity arrangements to 
assist with the recovery phase after an incident 
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¶ To secure the cooperation of other people internal or external outside of IMT 
who can assist with management and recovery 

¶ To provide comprehensive leadership and to ensure that an accurate log is kept 
of all actions during an incident with an associated summary report, detailing 
actions taken and the rationale for any decisions made 

 

¶ To declare óstand downô from an incident and to direct the appropriate recovery 
processes, debriefs and return to normal operations 

 

IMT members have authority to take all steps necessary to control and manage an 
Incident. These steps may include but are not limited to: 

 

¶ Taking control of Security staff & Incident Officers 

¶ Establishing an Incident Control Point (ICP) 

¶ Commandeering other accommodation as necessary 

¶ Closing buildings, parts of buildings or surrounding areas 

¶ Prohibiting specified activities 

¶ Controlling traffic 

¶ Requiring assistance from staff, compatible with staff capabilities 

¶ Introducing control measures and remedial action as required 
 

Decisions will be commensurate with risk but should err on the side of safety. IMT 
members act with the authority of the Principal and will not delay in taking appropriate 
action as speed may be of the essence. This will be achieved through clear and 
unambiguous communications with wider University community. 

 

IMT Callout 
 

It must not be assumed that IMT members are óon callô on a 24/7 basis but this will not 
prevent them being contacted at any time when this is justified by Security Control in 
response to an emergency escalation procedure. 

 

Call out of the IMT will be initiated by Security Control who in the first instance will 
contact both the Assistant Director Estates and Facilities (Residential Services), the 
Head of Security and Emergency Planning or the Security Operations Manager. They 
will then make an immediate assessment of the situation and will decide whether to 
invoke an IMT Call Out. This will be escalated to the Director of Estates and Facilities 
(or Deputy) and then to the Chief Operating Officer (or Deputy) who on agreement to 
IMT callout will contact the designated Strategic Level Leaders and agree what action 
needs to be taken. 

 

Any member of the IMT who is physically called out to the site of an incident will 
normally report in the first instance to the Security Control Room where they will 
receive equipment, clothing and an initial assessment/update of the situation and what 
is known at that point to be required. From first notification of an emergency the IMT 
will nominate someone to maintain a timed log of actions taken, instructions issued, 
persons contacted, etc. 

 
Numbers Plus 

 

Inbound call handling service used to initially alert key members of staff to an on-going 
major incident by way of a text alert. 
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Incident Room(s) 
Incident Rooms in key locations have been designated and the location chosen for 
use will be available from Security Control. The IMT has authority to requisition 
alternative or additional rooms for emergency purposes as may be justified or 
necessary. 

 
Mile End Incident Room 1 
Is located in Office 2, 1st Floor, ITL Building at the Bancroft Road end of the Mile End 

Campus
. 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Mile End Incident Room 2 
Is located in the Canalside IT Facility, Ground floor, in France House,  M i l e  
End campus. 
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Laird Hall attached to Floyer House 

Charterhouse Square Campus Incident Room 
 
Is located in the Maintenance Office & Meeting Room, Basement, and Dawson 
Hall. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
                  Dawson Hall 
 
 
 
 

Whitechapel Campus Incident Room 
 
Is located in Laird Hall, Floyer House, Ashfield Street, E1 3EX 
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Equipment List: 
Each room should be provided with equipment as listed below: 

 
¶ Large-screen TV with Sky and other News service channels 

¶ Direct-dial telephones (not via the College system) x 4/5 

¶ WiFi/Broadband (not dependent on the College infrastructure) 

¶ Networked PCs and/or laptops with docking stations/screens, with the option 
of switching these onto the independent broadband router 

¶ Networked printer, with a local cable (in case of network issues) 

¶ Sufficient stationery, spare consumables, etc. 
 
Incident boxes if unable to be located within incident rooms, are located in relevant 
campus security control rooms. 

 
If necessary, it may be possible to obtain serviced office accommodation nearby 
from one of several commercial providers, for instance: 

 

¶ Instant Offices 0800 368 0402 

¶ Regus 0800 756 2558 

¶ Target Offices 0203 4323 886 

¶ Flexi Offices 0800 197 1127 
 

Alternatively, it may be possible to liaise with Tower Hamlets (see Appendix H), who 
may be in a position to assist with short term needs. 

 
Record Drawings, floor plans and site plans 

 
Current key record drawings should be available on line with the hard copies also 
kept available for collection from Security Services. 
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IMT Support Staff 
 
There will be persons who whilst they are not part of the Incident Management Team 
will provide invaluable support from the point of view of staff and student welfare and 
also some experience of working in emergency situations. These persons might 
include as follows: 

 
Counselling Services 
Insurance Manager 
Information Access Officer / Data Manager 
Medical Support 
Students Union 
Chaplaincy 

 
First Aiders 

 
Whilst security staff may themselves be first aid trained they will have information 
regarding other qualified first aiders at the University who may be called upon if 
required. A central list of these is kept up to date by the Occupational Health and 
Safety Directorate. 

 
Critical Messages 

 
Messaging facility éé. 

 
The persons authorised to broadcast critical messages via Marketing and 
Communications are: 

 
¶ Chief Operating Officer 

¶ Director of Marketing and Communications 

¶ Director of Estates & Facilities 

¶ Director of HR 
¶ Assistant Director Estates & Facilities (Residential Services) 

 
Tests and Exercises 

 
It is the responsibility of the IMT to test and review emergency plans regularly and to 
exercise its response to them. The existence of a plan in itself is insufficient to ensure 
an effective response to emergencies. It is generally estimated that 28% of a plan will 
be out of date within 3 months. 

 
The IMP must be kept under constant review and regular training exercise must be 
carried out with IMT responders to ensure that the plans work, that responders know 
what action to take and can demonstrate their ability to do so. Training exercises may 
take the form of: 

 
¶ Seminar ï also known as workshops or discussion based exercises 

¶ Table Top ï also known as floor plan exercises 

¶ Control Post ï also known as training without troops or paper feed exercises 

¶ Live ï also known as operational, field or practical exercises 
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SECTION 3: Generic Emergency Incident Checklist 
 

General Guidance 
 

Listed below is a table showing key actions and general guidance as a generic incident 
response checklist. Not all of it will be applicable and there will doubtless be actions 
required in an emergency not specifically listed. The table lists the most important and 
obvious points however. 

 
The key principles that underpin the QMUL approach to emergency response are to 
put the preservation of life ahead of everything else and to communicate well with all 
who are involved. 

 

 Action M ï Mandatory 
A ï Advised 
O ï 
Optional 1 In all cases, the health, safety and welfare of staff, students and 

visitors is the first priority. 
M 

2 Obtain up to date brief from immediate responders. On receipt of 
any information concerning University students or staff involving 
a serious health related issue, immediately inform HR or Safety 
Services as appropriate 

M 

3 Decide whether full IMT meeting is appropriate or whether the 
situation can be managed without this having made an initial 
assessment of the scale and impact 

A 

4 Brief senior people as they arrive. Try to ascertain the 
circumstances of the incident or the sequence of events. 

M 

5 Assess situation (Scale, Duration, and Impact). Call in members 
of IMT and other advisers as required. Use Contacts List from 
IMP Section 23 Table 1 

A 

6 Assign  a  Log  Keeper  to  record  discussions,  decisions  and 
actions. Do not discuss the event with anyone except with the 
proper University authorities e.g. senior members of the IMT 

M 

7 Liaise as necessary with the emergency services, insurers, 
safety officers, LBTH local authority officers and other relevant 
agencies. Follow all instruction by emergency services 

M 

8 Refer  to  specific  emergency  response  procedures  found  in 
relevant section of IMP 

M 

9 If a potential diagnosis of a notifiable disease, communicate 
immediately to the IMT. liaise with HPA, local Public Health 
Authority and Occupational Health to issue written or verbal 
advice to the University Community 

M 

10 Discuss and decide aim of IMT, immediate actions and 
immediate priorities. Allocate tasks to IMT members and others 
with timescales as appropriate 

A 

11 IMT members and Security to decide on immediate actions and 
actions required in the next 24 hours 

A 

12 Do not leave a casualty on his/her own, enter a dangerous or 
unstable area or take personal risks. Do not enter a confined 
space where a person is unconscious or handle a contaminated 
person. Do not move a casualty unless there is an immediate 
danger to them. 

M 
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13 Evacuate buildings or areas if necessary and set up perimeter 
cordons as required. Preserve scenes and evidence. Consider 
what actions need to be taken to make the area safe or stable 
and to maintain perimeter control. Arrange for assessment and 
damage control. Instruct on no go areas and access limitations 
for persons wishing to retrieve personal belongings 

A 

14 Identify usable and unusable areas.  Instruct on access to 
damaged zones to retrieve University assets. Decide on location 
of suitable alternative premises and ensure security and safety 

A 

15 Arrange venues for staff and student briefings. Prepare handouts 
for circulation on temporary arrangements. Send out global 
emails and prepare critical announcements through available 
means 

A 

16 Call all other utility service providers as required. Put on standby 
companies that may be required later. Arrange for installation 
and service of temporary mobile sanitation facilities 

A 

17 Prepare list of equipment needs. Place orders for any PC or other 
equipment. Provide site plans and mark up restricted areas 

A 

18 Salvage undamaged PCs and re-configure at new location 
Restore back-up files to users 

A 

19 Residential Accommodation ï allocate space to students on the 
basis of need; assess the possibility of sending home UK based 
students if necessary 

A 

20 Ascertain if possible the location that any casualties are taken to. 
Ensure that the emergency services are provided with next of kin 
details. Arrange for pastoral care for witnesses or any others 
involved as appropriate 

A 

21 In case of suicide or other fatality liaise with the emergency 
services, hospital and Coronerôs Office. Arrange counselling or 
Chaplaincy services for other students or staff as required 

A 

22 Line managers will need to be made aware of any casualties from 
within their area. Be sensitive and maintain confidentiality when 
speaking to work colleagues 

A 

23 Ensure the Safety Office, Press Office, Line Managers, Halls 
Managers, Chaplaincy etc. are kept fully up to date 

A 

24 Utilise on site safety/emergency equipment/PPE as required. 
Contact Security or the Safety Office for guidance. 

A 

25 If staff/students have been evacuated from a building consider 
where they may be sent to for shelter, pastoral care or to wait for 
further instructions 

A 

26 If students are involved ensure liaison with Student support and 
welfare services 

M 

27 Consider calling in other assistance as required from Schools, 
Admin Departments and Support Services 

O 

28 Advise insurers of situation and arrange use of corporate credit 
cards for emergency purchases 

A 

29 Establish a telephone line for information. Brief operators 
thoroughly, provide scripts and advertise information line 
number. If  necessary work  out  how people may get  further 
information via information lines or by website. Brief others on 
how to respond to queries or where to direct people 

A 
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30 Do NOT respond to initial enquiries from the Press or 

parents/friends.  Refer  these  to  the  Press  Office,  Student 
Services or HR. Be sensitive. 

M 

31 Establish internal communications and arrange briefings and 
publication of information to the university community 

A 

32 Arrange Media updates and Press statements A 

33 Consider staffing levels and how breaks or replacements will be 
arranged if incident exceeds 8 hours 

A 

34 Consider logistical support: Catering; travel; parking; washing 
facilities;  overnight  arrangements;  waste  disposal;  borrowed 
items inventory 

O 

35 Provide forms for Finance to collate personal  losses  for 
insurance.  Arrange  for  cash  withdrawal  to  meet  immediate 
needs. Set up studentôs hardship fund if necessary 

A 

36 Close down after the emergency. Ensure people can get home, 
return all items  and  prepare  for  debrief  and  report.  Thank 
everyone who assisted! 

M 

37 Ensure that support is provided after the event as required for 
staff and others who have been involved in the trauma and strain 
of managing a response to an incident. 

M 
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SECTION 4: Emergency Services at Major Incidents 
 

Police 
 
The primary areas of police responsibility and priority at a major incident are: 

 

¶ The saving of life in conjunction with the other emergency services 

¶ The co-ordination of the emergency services, local authorities, media and other 
organisations acting in support at the scene of the incident 

 

¶ The investigation of the incident and obtaining and securing of evidence in 
conjunction with other investigative bodies where applicable 

 

¶ The collation and dissemination of casualty information 
 

¶ The identification of the dead on behalf of HM Coroner 
 

¶ Short-term measures to restore normality after all necessary actions have been 
taken 

 

¶ To secure, protect and preserve the scene, and to control sightseers and traffic 
through the use of traffic control and cordons: 

 
Inner Cordon ï In conjunction with the fire service, provides immediate security 
of the rescue zone and potential crime scene 

 
Outer Cordon ï Seals off an extensive controlled area surrounding the rescue 
zone. All access and exit points will be controlled and persons requesting access 
vetted. The control/command vehicles of the emergency services must be 
positioned between the inner and outer cordons 

 
Traffic Control ï Deployed at, or beyond the outer cordon preventing vehicular 
access to the area surrounding the scene 

 
Fire and Rescue Service 

 
The primary areas of fire service responsibility at a major incident are:- 

 

¶ In the event of a major fire to assume control of the incident 
 

¶ Rescue of trapped casualties 
 

¶ Prevention of further escalation of the incident, by tackling fires, dealing with 
released chemicals and other hazardous situations 

 

¶ The gathering of information and hazard assessment to give to the police on 
the need to evacuate members of the public 

 

¶ Liaison with the police regarding the establishment of an inner cordon and 
subsequent control of that inner cordon 

 

¶ The safety of all personnel involved in rescue work. This includes ensuring that 
all non-fire service personnel entering the inner cordon conform to fire service 
safety procedures and in particular the use of the evacuation system and 
nominal roll procedures 




